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1. In the event of an incident, would we be expected to staff or respond to it?
2. In the event of an incident, who would our stakeholders be expected to call first?
3. How would we handle the meetings and operations of the Sector and Government 

Coordinating Committees?
4. What would the role of Testing and Certification be in the new environment, given its 

relevance to cyber security?
5. Given that EAC has a small regulatory role, how is the wall between that function and 

the protection of Protected Critical Infrastructure Information, or PCII, to be managed?
6. Would EAC need to designate staff or section to handle the physical security side, 

given we already have a section that handles cyber security?
7. In the event of a jurisdictional conflict over who should handle an issue, such as a 

public school system that views security of polling held on its sites as solely a school 
system or Education Sub-Sector issue, are EAC or DHS able to intervene?

8. What guidance can stakeholders expect regarding what risk and threat assessments to 
use?

9. Can EAC and DHS point stakeholders toward suitable training?
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1. Can EAC help stakeholders develop partnerships with entities that are eligible for 
grants that the stakeholders themselves cannot get?

2. Will training and grants specific to the election space be developed?
3. What role will stakeholders have with EAC in developing goals and milestones for CI 

security?
4. Would any CI discretionary grants be administered for the Sub-sector by EAC?
5. If yes, would the process be substantially different from the usual grant process?
6. Would any paperwork and reporting burden and process for CI discretionary grants 

administered by EAC be different from the current grants it administers?
7. Would any CI grants administered through EAC be handled by the same office?
8. Is the distinction between cyber and physical security seen in the DHS documents 

going to create issues during the actual conduct of an election?
9. To what extent would Testing and Certification be using information protected by the 

PCII exemption from FOIA, regulation and lawsuits?


